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1. 
Why move to Linux
There are lots of benefits of Linux that makes it an attractive operating system for various applications. Before cutting into the specific issue of migration from Window NT to Linux, we would like to give an introduction to the many benefits of Linux operating system. 

1.1. Linux Benifits

Flexibility

Linux is a free operating system. The Linux kernel and most software components with a Linux distribution are licensed by GPL or LGPL. Every programmer can view and modify the Linux source code if only one conforms to the GPL/LGPL provisions. This freedom leads easier and quicker problem solving.  When a software bug is detected, one doesn’t have to get a long time wait for the patches released from the vendor, the problem can be solved immediately by you or other developers. This is not only a theoretical advantage.  Many ISVs such as SAP have chosen to customize the Linux source code for their specific need, and they regard this capability as one of the important reasons to support Linux. 

Even if you don’t benefit from the freedom brought by the Linux Open-Source model, you can still benefit from other flexibility.  Linux has been supported on almost all CPU architecture x86, PowerPC, SPARC, Alpha, PA-RISC, Itanium, Arm etc. arranged PDA to Computing Workstation to IBM zSeries.  Linux is a very powerful network operating system, the TCP/IP stack, IP routing and Firewall capability and the IPv6 have been well integrated into the Linux kernel. Linux also supports the large number of File system types that cannot be competed by other platforms, including Ext3, ReiserFS, JFS, BFS, NFS, FAT32, NTFS etc.  

Stability

Linux has been highly praised with its good stability.  In an OS evaluation report released by Gartner Group, Linux is awarded a “Excellent” in stability, parallel to RISC UNIX, which is well above Windows NT and Window 2000.

Security

The open source characteristic makes Linux more secure than closed source operating system. Linux codes are reviewed by thousands of developers, the problems and bugs can be smelled out and fixed early even when in development.  Furthermore, as a variant of Unix, Linux has inherited some features that makes it more resistant to the external attacking.  An example is “chroot”, which can restrict the executing environment of a service daemon, and even when the daemon is cracked and exploited, the malicious cracker can only access a limited portion of the system..

Scalability

Previously, Linux lag behind proprietary Unix operating systems in supporting SMP (symmetric multi-processor). But with the introduction of kernel 2.4, Linux is now solidly support 4-way SMP, and it is also seen to work well in supporting 8-way Web server. When used with clustering technologies, Linux can even handle much larger workload.  The Shell’s 1024-node cluster for geophysical analysis and Google’s over 8000 nodes Linux search system are good examples of Linux clustering. 

Modest Resource Requirement

Linux software is generally smaller and faster than on other operating system. Although Linux can well take advantage of bigger memory and faster CPUs, without this, Linux application can still run well.  Linux can be run on CPUs as Intel 486.  Furthermore, when used as servers, Linux can be conveniently configured to not use GUI and X server, thus lots of system resources are saved. 

Enterprises are ready to use

Lots of companies and public agencies are using Linux on their critical business. This fact is a good argument that the industries are already ready for Linux. 

Price 

Although “free software” doesn’t means no fees are charged, using Linux will never bite you on budget.  You can acquire Linux with very low price and no seat fee will be charged.  And you also get the rich set of application and tools packages with your distribution CDs without any add-on charge.  Besides, you can also freely download various packages released continuously by the developer community. Any way, using Linux can save you money. 

Technical support and service widely available

Many companies provide Linux support services including admin/development consultation, lecturing, programming training etc. These companies include not only the Redhat, SuSE, TurboLinux and other Linux distributors, but also those global system providers as IBM, HP, dell and the various world wide and local Linux organizations. Variety of technical Linux documents is available on the Internet, and thousands of skilled Linux talents are ready for your contact through various news groups and mail lists.    

Rapidly Increasing Market

Linux has been the most rapidly increasing server operating system. This has been reported many times from the research of IDC, Gartner and other IT consultant companies. 

Accessible Development Resources

Linux programmer can develop their applications on low-end Linux commercial platform and then move them to high-end larger server.  Furthermore, OSDL and IBM have sponsored lots of open source projects, which enables qualified applicants utilize the high-end environment directly.  

1.2. What makes Linux a targeted OS for replacing NT 

Microsoft will stop the official support of Window NT by Dec 31st, 2004.  Migration is sooner or later a question that should be answered by every Window NT users. 

We have given the so many good features of Linux in the beginning of this guide, but this can only qualify Linux a first choice if we deploy an application completely from scratch. When talking about migration, we should consider its cost from the perspective of the customer, the one who makes the migration decision. Of course, we think the customer will definitely give consideration for both the short time and long time cost. 

The following are our opinions supporting Linux as the top option replacing Window NT: 

1. Linux is more secure than Window Operating systems.   

Security is definitely an important problem to consider for any business. When a system crashed due to malicious attacking, not only the normal business can be disturbed, but also critical business data can be stolen or destroyed. The result would be deadly to a company or endanger the interest of its nation in case of a public agency.  As we mentioned in the first chapter, Linux is inherently more secure that proprietary operating system. Moreover, the more quick and frequent patch release makes the system more resistant even when a secure hole is uncovered. 

2. Linux based solution leads to less Total Cost of Ownership than proprietary solutions.

· Linux requests less license fee than proprietary software. 

· Better stability and security save business cost. 

· The ubiquitously supported platforms can make better use of the heritage hardware facility and reduce new investment.

· The Unix skills leverage can reduce the cost of application development and system maintenance.

· Open platform can avoid the vendor lock-in, thus the long time business cost can be reduced. 

2. Application Migration strategy and considerations
2.1. Questions to be considered before migration

Before you actually starting the migrating of your application codes, here are some questions you that you should think about:

Hardware Environment

· Which hardware platform would you like to migrate to? Linux has been supported on lots of CPU architectures, for example, Alpha, x86, Itanium 64, IBM zSeries/pSeries/iSeries etc.

· Will the migration of the application be a kind of moving from a 32bit platform to a 64bit or vise versa?

· Is your current hardware facility enough? Do your want to set up new devices, for example a high-performance network printer or a fast Fibre-Channel disk array.  

Software Environment
· Are all the development tools, libraries, middle wares needed for developing or running your application are available on the target Linux platform? 

· Will there be other variation of the components in your application architecture? For example, the database system is to be changed from MS SQL to DB2. 

· There are also different Linux distributions to choose, Redhat, SuSE, TurboLinux etc, which one to use?

· Can the Linux distribution selected support all the hardware devices needed by your application? For example, does the chosen Linux distribution kernel have the latest drivers to enable your Ethernet network interface and your internal RAID card or your picture capturing device?

· Will your single application source planned to support more than hardware platform? 

· What’s the architecture model of your target application, for example, C/S or n-tier model?  And which component in the architecture should be migrated first?  

Skills Preparation

· Should the present developers be trained for the application porting?

· Should the present system administrators be trained for the migrated system?

· Should the present application users be trained for the migrated application? 

2.2. Plan and Preparation 

Plan the migration 

After the migration assessment, a migration plan should be made. The migration plan makes arrangement and schedule of the important aspects of the migration project. Usually, your migration plan should have the following included:

· Migration budget --- How much money should be prepared for each portion of the project

· Migration progression schedule --- What goals should be reached in each stage of the migration; how is the projected divided? 

· Facility list --- Make a list of all the hardware and software facilities involved in the migration 

· Handle of the unexpected situation --- Unexpected situation may emerge during the migration, this should be considered in advance

Preparing work

  Hardware Environment --- Make all hardware facility needed by the migration ready

  Software Environment --- Make development tools, version control tools etc. all software needed by migration ready 

  Human Resources --- Train the developers making them ready for the code porting 

2.3. Porting 

Possible programming model migration

The porting process is closely related to the programming model associated with each single application. Usually, different parts in an application’s architecture are implemented using different programming languages or APIs. The following describes the changes of programming model involved with each application component when ported to Linux from Window NT. 

1. Specific client side software in C/S architecture. This is usually programmed using Visual C++ or Visual Basic on Window Workstation and has a Graphic User Interface. On Linux, C/C++ is used to code the software and the GUI can be GTK or QT library.   GTK is licensed by LGPL, while QT is licensed by GPL.  And GTK is provided through C library, while QT is provided through C++ class library. Both API can off complete graphical functions.  So if the code should be kept proprietary, GTK is suggested, and you can defines C++ classes o encapsulate the GTK gadgets. By the way, when too much GUI operation is involved, the big rewriting of the code is actually required. Considering the cost, this porting may not be needed in the whole migration. You can keep using the windows workstation and only the change requested by other application component is made (for example, the embedded SQL).

2. Specific server side software in C/S architecture. This is usually programmed using Visual C++ or Visual Basic on Window NT server and no GUI involved. On Linux, C/C++ is used to code the software.  This can of porting is relatively easier than the client side porting.  For each API used on Windows NT, there is a matching API on Linux ( for example WinSock to BSD socket, Winthread to Pthread ), and there are minor differences between their semantics. What we should do is paying attention to those differences. 

3. Java coded Client/Server application. This porting is very straight. You almost need not make any change since Java is platform independent, you only need to get all needed Java class library available on your Linux.  

4. Middle layer on a n-tier architecture. This may request the change as from ASP to JSP, COM to EJB.   
5. Software tools written in C/C++ or Java. These tools usually run on a single workstation or server and have little interaction with other components in the system. The migration of these tools are pure Windows NT C/C++ to Linux C/C++ porting。

Problem you many need pay attention to 

      In this guide, we give the discussion only to the porting of generic C/C++ programs from NT to Linux, since this is the most common situation that has something to handle. For C/C++, the difference between the specific Window API and Linux API is the reason that causes the change of the code. But the API by a general operating system is very complicate. Here we have to give up discussing the details of those differences, and one can refer to the related Windows NT and Linux documents for the details. Here we list some points that should be considered from the perspective of an experienced porting programmer:

1. CPU architecture dependent problem

· Machine word length change. Different hardware architectures have don’t machine word length. Don’t always assume the int or long be 4 bytes. Do use sizeof(..) when involving the length or offset of an variable

· Difference in Endian type. Some architecture are small-endian, for example x86; some architecture are big-endian, for example SPARC. When composite data structures are exchanged between the two architectures, a predefined Endian has to be used as a transfer median. For example, when you are going to send an application protocol frame to a remote node, and the header of the frame has many “int” data defined, you have to convert these data to Network byte order before sending the frame out and convert the data from Network Endian to local Endian after receiving the data.  

2. Operating system difference

· The difference between the file system access interfaces. On Windows NT, each physical file system (logical partition) is assigned a disk number as C, D, E etc, and each disk file is identified by a full path started with the disk number as the first letter, such as C:\download\guide.pdf. While on Linux, each file system partition is mounted to a unique root file system direct or indirectly. Thus all disk file are always identified through their full path started from a uniform root. Do when porting from NT to Linux, codes involving file identification should all be changed. 

· Inter-process communication.  The interaction between Windows NT processes is message-driven. A Windows NT process has to repeatedly poll on a message queue to accept external messages and thus be affected by other process. In Linux, there is also a mechanism for messaging queue communication, but it’s not a prerequisite. And Linux has Sigal, which is a true asynchronous communication method.   
3. GUI difference

The implementations of the Windows GUI and Linux GUI are completely different. A Windows NT GUI application should be re-written on Linux using GTK or QT etc. GUI libraries.  

4. Other difference

· Difference in API. This type of difference is usually huge, and it is represented by the difference in implementing methods, function names or parameter formats for a same task. For example, OpenFile() is used to open a file in Windows NT; while in Linux, open() or fopen() is used.  
· Development or control tools.  On window NT the Makefiles are usually generated automatically by the IDE when setting up the project. But this Makefile may not work in Linux, you should change the Makefile to be recognized correctly by GNU make. On Windows NT, Visual SourceSafe is used for version control; but on Linux, CVS is mostly used for version control, and it’s not GUI based, thus requires the Windows NT programmers some time for adapting this tool. 

· Line end bytes difference. This may be a very small problem, but it may trouble you when you move all your source files from NT to Linux. On Dos/Windows, the line end in a text file is marked by two bytes ‘\n\d’; but on Linux/Unix, there is only one byte “\n”. Some when moving Windows source files to Linux, those files may not be correctly recognized by some editor tools. You can use a tool “dos2unix” to convert each NT source files to Linux format. 

· Compiler difference. GCC on Linux has lots of different with Virtual C++ on Window NT. For example, GCC is case sensitive, VC++ is not. A successfully linked C program may not be linked on Linux and you get message as “unresolved symbol”, and you feel confused, but that may just because the originally same variable/function is looked as different by GCC because of the case.  Another example that explains the compiler difference is the type converting expression. With Virtual C++, the type convert expression can be as “ unsigned long (i)”, but with GCC, you can only use “(unsigned long ) i “
Porting Steps

1. Move the source codes to Linux, modify the application Makefiles to make them work on GNU make. 

2. Clean the codes and the including of header files; try to remove those code points that are overly dependent on the hardware architecture and those informal coding practices.  

3. Repeatedly compile your codes with all the warning are turned on，correct any errors and warning until no any warning or error occurs until the whole source tree can be compiled correctly

4. Try to run the application executables. If the program cannot be started or just crashed quickly, there are usually some obvious problems such as NULL pointer reference, segment fault etc. Try to fix the problem quickly and go to step 3.

5. If your programs look runs well, hand over your application to the tester for the application testing. 

Porting Tools

1. Mainwin (http://mainsoft.com/products/mainwin.html) . Mainwin is a development tool than makes you compile your Unix/Linux codes on Windows platform. This makes migration much easier and can greatly reduce the migration period.  Mainwin is seamless integrated to the Visual Studio Environment.

2. EditPad (http://www.editpadpro.com) .  Editpad is a powerful editing tool that provides you a windows style editing environment on Linux.  This is especial suitable for those long-term windows programmers who are not used to the traditional Unix editor such as Vi. Save you lots of time! 
3. Migratec (http://www.migratec.com/MigraTEC/migration_suite.htm) . Migrate is a tool that is very helpful for migration. The tool can mark out those Window NT source codes that should be changed on Linux. 

2.4. Testing
Before the migrated application can be formally deployed into business, a validation to the application should be made. Validation is action to confirm that the application has satisfied the requirements defined by the original specification for this application. Validation is done by a long and formal testing. The testing for the migrated application has no difference from testing a newly developed application except the testing has to be done on the new platform. The testing usually includes both the functionality and the performance of the migrated application.  Testing tools are usually used to make the testing work easier.  Some testing tools are usually also required to run on the target platform. This type of testing tools are usually written using portable languages such as Java, Perl etc, or else you may have to port the tool to the target platform first. 

   The testing can be divided into the following types:

· Installation testing

· Functionality testing

· Compatibility testing

· Performance testing

During the testing, you may find the application just doesn’t run logically correct or even unexpectedly terminated. Then you have to debug the code to find where the problem is.  GDB is the most useful C program debugging tool on Linux and it is easy to use. To use GDB, you only need to compile your every C source file with an option “-g”.  On Linux, enter command “info gdb” on the Shell, you can get all the information for using GDB.  

2.5. Performance Tuning

Tuning the performance of an application is a very skillful work.  The following points out some ways that you can improve the performance of your C/C++ programs:

1. Reducing system calls. System call is time-consuming operations because they trap the application from user space to kernel space.  If an operation can be implemented in the user level, try to do so in avoiding system calls. 

2. Saving function calls.  When the function body is very small, the overhead associated with the function call may not be neglected. So try to use macro or inline functions as you can. 

3. Profile your programs to find the code points to improve.  The tools sprof and gprof can be used on Linux. The sprof can only profiles the functions from a single dynamic library each time. The gprof can profile the whole program, but you have to compile the source files with the “-pg” option.  Check the manual page of the tools on Linux to know how to use them. 

4. Memory profile.  The tool Memprof on Linux can be used to profile the memory usage of a single application. The Memprof output a histogram that describes the variation of memory allocation activity along the execution of the application. This is useful to help finding the possible unreasonable allocation/deallocation of dynamic memory.  

5. Pay attention to short-cut evaluation. The || and && conditional expressions are sequential in the executing code. Assuming the compiler evaluates the expression from left to right, it is obvious that if the right side expression of || is very much possible to be 1, put it to the left side will improve the efficiency of the code. Similarly, if the right side expression of && is very much possible to be 0, put it to the left side can also improve the efficiency of the code. Keep this in mind, you will know how to put your expressions and thus make better codes. 

2.6. Deployment

  The process of deploying an application including the following steps: 
1. Deploying the new run-time environment
· Setup the hardware facility, since this is a migration deployment, the old physical facility may not need to be changed.

· Install Linux on those NT boxes to be replaced 

· Setup the new standard services on the new platform to replace the corresponding services on the old platform. This may includes file and printing service, Web service, firewall, database server, application server etc. 

· Install the migrated application run-time software on the new platform

2. Migrating the data from old system to new system
  Migrating the data from the old system is usually necessary since the business should be kept consistent. The process usually involves the work of backing up/exporting the application data from the old database system ( MS SQL for example) and restoring/importing to the new database system ( DB2 for example). 

3. Running the application 

3. Middleware Migration

Middleware migration strategy is a recommended approach to move those Windows- only middleware based application to much open and flexible IBM middleware. IBM middleware software platform can run on a various of operating systems such as Linux, Windows, AIX, OS/400 and z/OS. IBM middleware on Linux can run on a variety of hardware platform, from Intel based desktop/server, to POWER based workstation, even to the powerful mainframe. The migration will enable the application a much broader scalability option with minimum future migration efforts.   
In this chapter we’ll discuss MS Exchange Server to Domino migration, and SQL Server to DB2 migration. Other middleware migration guide will be implemented upon more requests. 

3.1. MS Exchange Server to Domino Migration

Assessment

Pre-requirement:

1. Acquire Domino skills either through training or other methods

Porting Analysis

1. Domino Migration

a) POP3/IMAP/SMTP Service migration

b) User mailbox

c) Public folder

d) Etc…
2. Client Migration

a) How many users

b) User mailbox size

c) Migrate mail clients from outlook to Lotus Notes

d) Etc…
Tools:


Redbook: Migrate Exchange 5.5 for NT to Domino on Linux
Resources:

http://www.redbooks.ibm.com/

http://www-1.ibm.com/servers/solutions/collaboration/move2lotus/
Migrate Exchange 5.5 to Domino on Linux, REDP-3777

Exchange Your Exchange: Migrating from Microsoft Exchange 5.5 to Lotus Domino 6, REDP-3694
Porting

Pre-requirement:

1. Product Recommendation

2. Obtain and install Domino

3. Decide on the method or tool to be used for automated Server structure migration(users and other server data) and User mailbox migration

i.e. Lotus Notes and Domino Admin, Outlook

4. Obtain and install Lotus Notes and Domino Admin, Outlook

5. Be familiar with Lotus Notes and Domino Admin

Porting Process:

1. Migrate users and other server data

a) Mailbox

b) Inbox view with folder structure

c) Mail message conversions

d) Calendar entries

e) Contacts

f) Tasks/To do Entries
2. Migrate Public Folders

3. Migrate the User mail client

Tools:

1. To migrate users and other server data, need the following: 
a) Domino Administrator client with DUS(Domino Upgrade Services(DUS)
b) Outlook Client

2. To migrate Public Folders, need the following:
a) The Exchange Administrators Program
b) Outlook Client
c) Notes Client
d) Excel or Lotus 123
Domino Upgrade Services
The DUS migration tool in the Domino Administrator client allows you to easily migrate information from your existing Microsoft Exchange messaging and directory system to Domino 6. With DUS, you can import users from the foreign directory, such as the Exchange Global Address List, register them as Notes users, and then convert the mail from an Exchange mail system to a Domino mail database. The migration tool lets you migrate all users from the foreign directory or select specific users to migrate. The tool included in Domino Administrator.

Resources:

Migrating from Microsoft Exchange 5.5 to Lotus Notes and Domino 6, SG24-6955
The Three Steps to Super.Human.Software: Compare, Coexist, Migrate From Microsoft Exchange to Lotus Domino Part One: Comparison SG24-5614
The Three Steps to Super.Human.Software: Compare, Coexist, Migrate From Microsoft Exchange to Lotus Domino Part Two: Coexistence and Migration SG24-5615

Validation and Testing

Pre-requirement:

1. State the purpose of the plan, possibly identifying the level of the testing plan

2. Identify the Scope of the testing

3. Obtain the testing tool and install the tool

Validation and Testing Process:

1. Planning

a) Scope

b) Definition of test items

c) Features to be tested

d) Item pass and fail criteria

e) Suspension criteria and resumption requirements

f) Test deliverables

g) Environmental needs

2. Server and Client testing

a) Mail Server task check

b) User Mailbox config check

c) User mailbox function check

3. Troubleshooting

a) Check related messages

b) Explain error codes

c) Check documentation

d) Search through available Internet resources

e) Use available tools to narrow the problem

Tools:


IBM Rational Suite TestStudio


Domino NSD tool - Notes System Diagnostic (NSD) Etc…
Resources:


http://www.ibm.com/software/rational
Performance Tuning

Pre-requirement:

1. Know more about Domino architecture, Advanced Domino Administration Skill

2. Load the testing data into the Domino

Performance Tuning Process:

1. OS level Tuning

a) Tuning System cache

b) Tuning System networking

c) IDE versus SCSI
d) Distributing I/O
e) Upgrate glibc

f) Etc…
2. Domino level Tuning

a) Clustering

b) Transaction logging
c) Multiple mailboxes
d) Etc…
Tools:

1. Linux network tools

2. Domino NSD tool - Notes System Diagnostic (NSD)
3. Quest Sportlight on Linux

Resources:

Lotus Domino 6 for Linux, SG24-6835
References:

IBM Redbooks
Migrate Exchange 5.5 nge 5.5 to Domino on Linux, REDP-3777
Exchange Your Exchange: Migrating from Microsoft Exchange 5.5 to Lotus Domino 6, REDP-3694
Migrating from Microsoft Exchange 5.5 to Lotus Notes and Domino 6, SG24-6955
The Three Steps to Super.Human.Software: Compare, Coexist, Migrate From Microsoft Exchange to Lotus Domino Part One: Comparison SG24-5614
The Three Steps to Super.Human.Software: Compare, Coexist, Migrate From Microsoft Exchange to Lotus Domino Part Two: Coexistence and Migration SG24-5615

Linux Handbook: A Guide to IBM Linux Solutions and Resources, SG24-7000
Linux, Why It Should Replace Your Windows NT Domain, REDP-3779

Lotus Domino 6 for Linux, SG24-6835

Open your Windows With Samba, REDP-3780
Online resources
Redbooks

http://www.redbooks.ibm.com
DeveloperWorks

http://www.ibm.com/developerworks/cn
Lotus Web site

http://www.lotus.com
For more information on sizing Domino refer to the Server.load tool designed to benchmark Domino Servers capacity:

http://www-1.ibm.com/support/docview.wss?uid=swg21089092
Tivoli web site, Tivoli Storage Manager

http://www.ibm.com/tivoli
NetWorker Module for Lotus Notes

http://www.legato.com
Symantec Web site

http://www.symantec.com
3.2. SQL Server to DB2 Migration

Why Port to DB2?

DB2 is a database leader in several technologies, and offers true multi-platform support and scalability. The same database is able to handle mixed types of workloads on a single server. The DB2 design handles varying workloads from high-volume online transaction processing (OLTP) to complex multi-user queries while maintaining an excellent performance.

In addition to scalability and performance, DB2 offers the following advantages:

Integrated support for native environments

Integrated system management tools and multiplatform tools

Self-managing and resource tuning capability

Data replication service

Integrated Web access

Web services applications

Integrated support for development environments

Data warehousing functionality

High Availability support

IBM Program for Assistance to Developers

Assessment

Pre-requirement:

Acquire DB2 skills either through training or other methods

Porting Analysis:

Database Migration

1. Data Types

2. SQL Functions

3. Indexes

4. Stored procedures

5. Outer joins

6. Cursors

7. Global Temporary Tables

8. SQL Server Computed Columns

9. Etc…

Application Migration

1. ADO and OLE DB

2. ODBC and CLI

3. Embedded SQL

4. JDBC

5. Etc…
Tools:

DB2 Porting Assessment Guide

Porting

Pre-requirement:

Product Recommendation

Obtain and install DB2 UDB

Decide on the tool or method to be used for automated data and database conversion -- i.e. IBM Migration Toolkit

Obtain and install the Migration Toolkit

Be familiar with the Migration Toolkit

Porting process:

Porting the database structure

Porting the database objects

1. Store Procedures

2. SQL Functions

3. Triggers

4. Etc…

Modifying the application

1. CLI and ODBC

2. ADO and OLEDB

3. JDBC

4. Embedded SQL

5. Migrating the data

Tools:

IBM DB2 Migration Toolkit(recommended)

The IBM DB2 Migration Toolkit helps you migrate from SQL Server databases to DB2 UDB databases on any supported DB2 UDB workstation platform. This tool can be used to generate DDL scripts to create tables, indexes, primary keys, views and stored procedures. The tool can be downloaded from DB2 Migration Home.

Validation and Testing

Pre-requirement:

State the purpose of the plan, possibly identifying the level of the testing plan

Identify the Scope of the testing

Obtain the testing tool and install the tool

Validation and Testing Process:

Planning

Scope

Definition of test items

Features to be tested

Item pass and fail criteria

Suspension criteria and resumption requirements

Test deliverables

Environmental needs

Data Checking Technique

Code and application testing

View sanity check

SQL PL object check

Application code check

Troubleshooting

Check related messages

Explain error codes

Check documentation

Search through available Internet resources

Use available tools to narrow the problem
Tools:


IBM Rational Suite TestStudio


DB2 native tools:

snapshot monitoring

event monitoring

Etc…

Performance Tuning

Pre-requirement:

Know more about DB2 architecture, Advanced db2 Administration Skill

Load the testing data into the database

Performance Tuning Process:

OS level Tuning
1. Kernel parameter

2. Tuning System cache

3. Raw devices re-allocated

4. Etc…

DBM level Tuning

1. Backup buffer size

2. Restore buffer size

3. RQRIOBLK

4. Physical placement of database object

5. Etc…

DB level Tuning

1. Buffer pool

2. Db Heap

3. Sort Heap

4. Num of IO cleaners

5. Num of IO servers

6. Etc…

Environment variables(db2set command):

1. DB2_RR_TO_RS

2. DB2_MMAP_WRITE

3. DB2_MMAP_READ

4. DB2_FORCE_FCM_BP

5. DB2_PARALLEL_IO

6. Etc…

Tools:

Quest Central for DB2

Db2 native tools:

db2batch

dynexpln

Configuration Advisor

Index advisor

etc…

Resources and References:

DB2 Universal Database Version 8 Documentation

What’s New?

Quick Beginnings for DB2 Personal Edition

Quick Beginnings for DB2 Servers

Administration Guide: Planning

Administration Guide: Implementation

Application Building Guide: Building and Running Applications

Application Building Guide: Programming Server Applications

Call Level Interface Guide and Reference, Volume 1 and 2

Command Reference
DB2 Performance Tuning Guide

Porting from SQL Server to DB2 Guide

DB2 Data Warehouse Center Administration Guide

Guide to GUI Tools for Administration and Development

SQL Reference, Volume 1 and 2

Replication Guide and Reference

DB2 Migration Toolkit documentation

Conversion reference guide

Migration Toolkit online help

For more information

DB2 Family

www.ibm.com/software/data/db2

DB2 Product and Service Technical Library

www.ibm.com/software/data/db2/library

DB2 Maintenance

www.ibm.com/cgi-bin/db2www/data/db2/udb/winos2unix/support/download.d2w/report

ftp://ftp.software.ibm.com/ps/products/db2/fixes/<language>/<platform>/<FixPak#>

Data Management skills page

www.ibm.com/software/data/db2/skills/

DB2 on the web page

www.ibm.com/cgi-bin/db2www/data/db2/udb/winos2unix/support/db2web.d2w/report

DB2 Migration Web site

www.ibm.com/software/data/db2/migration

DB2 Developer Domain Library

www.ibm.com/software/data/developer

DB2 Today

www.ibm.com/software/data/db2today/

IBM PartnerWorld for Developers Program

www.developer.ibm.com/

4. NT Services Migration

4.1. Migration Considerations

The possible services to be migrated are 

· User and domain authentication service

· File sharing and printing sharing service

· Other basic network services

There are a series of things you need to do in order to migrate your NT service to Linux. The first task you need to do is to define which services you need to migrate to Linux. You still have to collect enough information from the NT system before performing the migration. After finishing the preparation, you can find a proper way to migrate your service from NT to Linux.

Migration steps

· Migration preparation

· Collecting necessary information from the NT system

· Collecting user authentication information
· Collecting configuration information

· Collecting service data

· Migration

· Installing the corresponding services on Linux

· Importing the user authentication information to the system

· Moving the service data to Linux

Followings are some considerations you may need to know in services migration.
4.2. User authentication

In Window NT environment, users always have to login to a specific domain. In this case, migration the NT services to Linux will include migrating the user authentication on NT to Linux. Samba is also the service component that can provide such a user authentication function in Linux. 

Using Samba, you can provide Windows and other clients a Primary Domain Controller (PDC) in Linux。 To configuring the user authentication and the Samba domain, you have to modify the configuration file /etc/smb.conf manually. If you want to configure Samba with a Web administration GUI, you have to install the SWAT package into your system.

4.3. File and print sharing service

An important function of the intranet in enterprise is file and print sharing service. Because most clients are Windows products, enterprises always use NT server to provide the file and print sharing service. Samba always to be used to provide these services In Linux environment. 

As most Linux distributions had already bundled Samba package，it only needs you to select Samba package when you are installing the Linux system. If you did not install Samba during the Linux installation, you can also install it form the Linux RPM packages. To configuring the file and print sharing and the Samba domain, you have to modify the configuration file /etc/smb.conf manually. If you want to configure Samba with a Web administration GUI, you have to install the SWAT package into your system.

4.4. Other Basic Network Services

The possible services to be migrated are

· DHCP

· DNS

· FTP

· HTTP

As most of about services had been already bundled in almost all the Linux distributions, you can simply select these services to install during the Linux installation.

NT services v.s. Linux Services

	NT services
	Linux services
	Memo

	DHCP
	dhcp
	

	DNS
	bind
	

	FTP (IIS)
	vsftp,/ wu-ftp / proftp
	

	HTTP (IIS)
	Apache
	ASP pages on IIS need to convert to PHP pages on Apache

	File sharing and printing sharing services
	Samba
	Using Web administration GUI requires the SWAT package being installed.

	User authentication service
	Samba
	Using Web administration GUI requires the SWAT package being installed.


5. Successful Stories of Migration

The following lists some successful instances regarding to porting Window NT application to Linux:

1. Wasong. http://taiwan.coventive.com/customer/wasong.html
2. http://www.itmanagersjournal.com/software/04/01/09/2231250.shtml
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